Ideas for teaching the book.

8 and 16 Week versions. 

	Week
	Topic
	Chapter Reading

	1
	Overview of Ethical Frameworks
	 

	2
	Why we need a code of conduct
	1

	3
	The Human Element of Cybersecurity
	2

	4
	Overview of US Cyber Laws
	 

	5
	Cybersecurity as Service (For the Good of Others)
	3

	6
	Role of Compliance in Cybersecurity
	 

	7
	Professionalism and Accountability
	4

	8
	Building Trust/The Coin of the Realm (Trust)
	5

	9
	Overview of Privacy Laws
	 

	10
	Collaboration In Cybersecurity - The Power of Teamwork
	6

	11
	Practicing Soft skills in a technical field (being a good neighbor)
	7

	12
	Free Speech in Cybersecurity
	 

	13
	Intellectual Property
	8

	14
	The rights of the individual and the company
	 

	15
	Overview of the Cybersecurity Oath
	9

	16
	Final Paper Due/Exam
	 





	Week 
	Topic
	Chapter Readings
	Assignments

	1
	Overview of Ethical Frameworks and Why we need a code now
	Chapter 1
	 

	2
	The Human Element of Cybersecurity/Overview of US Cyber Laws
	Chapter2
	 

	3
	Cybersecurity as Service (For the Good of Others) /Compliance
	Chapter 3
	Case Study Paper

	4
	Professionalism and Accountability / Coin of the Realm
	Chapters 4 and 5
	 

	5
	The Power of Teamwork /Overview of Privacy Laws
	Chapter 6
	 

	6
	Practicing Soft skills in a technical field / Free speech
	Chapter 7
	Case Study Paper

	7
	Intellectual Property/ The rights of the individual and the company
	Chapter 8
	 

	8
	Overview of the Cybersecurity Oath
	Chapter 9
	Final Project
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